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How This Report Should Be Used

The National Center for State Courts (NCSC) conducted two facilitated focus groups to produce this report. One focus group considered revisions to the original 2002 COSCA guidelines white paper on privacy and access policies. The second focus group reviewed the status of automated redaction capabilities and assessed the impact of redaction strategies on policy decisions. The membership of the two focus groups only partly overlapped.

NCSC judged that the relationship between policy and redaction capability was a key one and consequently structured this report around it. Readers will still find a separate section that explicitly recommends revisions to the original policy white paper, but this report deliberately asserts the view that policies and redaction capabilities should be considered simultaneously.

This position, and several others in the report such as a strong rejection of "practical obscurity" strategies, are not shared by all the focus group participants. The report is not based on a universal consensus of the focus group members on all issues. It is instead the position of NCSC. In the same vein, it is not endorsed by the Consortium of State Court Administrators (COSCA) as one of its official white papers. Readers should be aware that the report takes a point of view that not all may share.

Background

As state and local courts progressively convert their business processes from paper to electronic formats, policies around remote electronic access to court case information by the public become ever more important. COSCA last addressed this issue comprehensively in 2002 with a report authored by Martha Steketee and Alan Carlson that proposed a model policy for public access1. At that time, few courts had implemented electronic filing, so the model policy addressed both manual and electronic access. In the fifteen years since then, courts have learned a lot about living in an electronic world and providing remote access to their case data and documents. Consequently, there is a need to update what we know about this topic and revise the model policy.

Summary of Current Policies

NCSC has consistently recommended that courts create electronic public access policies before they embark on electronic filing and e-court projects. Once courts have case information in electronic format, the public inevitably wants access to it. Unfortunately, many states only begin the process of creating such policies after they have implemented e-filing. Thus, a few states have electronic case information but still do not have appropriate access policies.

A recent review of the existing state electronic public access policies confirmed that the situation that existed several years ago persists²: states exhibit almost no consistency in their policies across most of the key policy decisions and one can find a wide range of policy decisions for almost all the policy aspects. So, a model policy is still relevant. There are some areas of growing consensus and an updated model policy can report that. In other areas, the courts have consolidated around two or three different policy solutions and the model policy can report that as well³. For other policy aspects, NCSC is advocating that public access and privacy policies be considered in light of new technology capabilities: autoredaction software that uses machine learning to help courts better balance their twin (and often competing) public policy goals, increased public access to court case records and increased public safety in a “cyber” world.

The Center for Legal and Court Technology at the William and Mary Law School partnered with NCSC for years on a quasi-annual conference on court privacy policies. As the years went by, a gulf slowly opened between what the policies required and what courts could actually, reliably implement, especially using technology. No issue illustrates this problem more than redaction.

Most state policies close a broad range of case types and document types to public access, usually justifying this significant retreat from stated preferences for openness by the difficulty and expense of reliably redacting information that should remain confidential. A few courts redact such information using court staff or county clerk staff, but for most courts that strategy is prohibitively expensive. Likewise, a few courts use automated redaction to at least partly replace human

² The Council for Court Excellence (CCE) and the National Center for State Courts (NCSC) administered a survey on privacy and public access policies to COSCA in the fall of 2016 and reported on the results at the December 2016 COSCA conference. See also a compilation of state court access policies at http://www.ncsc.org/Topics/Access-and-Fairness/Privacy-Public-Access-to-Court-Records/State-Links.aspx (click “Privacy Policies for Court Records”).
³ See Appendix A for the updated model policy for electronic public access to court case records.
reviews, but early vendor products were both expensive and only partly successful in supporting redaction policy requirements.

That left most courts with no alternative than to put the redaction function and resultant liability onto filers. Although widespread, this approach has serious flaws. Audits have found that compliance is not very good. As the proportion of court cases involving self-represented litigants has grown over the last decade or so, the probability that filers will fully comply has correspondingly dropped. That leaves most courts with a very undesirable tradeoff: open case records to the public with significant occurrences of confidential information being disclosed or close an excessive proportion of case records to the public.

**Approach to the Problem**

This SJI-funded project held two focus groups to address these problems: one concentrating on an update of the model policy and one to assess the state of the art for automated redaction. The two groups had a small proportion of overlapping participants in recognition of the linkage between the two topics. The deliberations of the two groups very strongly reinforced NCSC’s belief that what can and should be specified in electronic access policies is constrained or enabled by what can be done well using automated redaction.

To fully understand why this is the case, consider what courts are trying to do. Case documents and associated data never contain information that is all confidential (except of course when they are entirely closed by statute). Some subset of the data or document contains information that should not be released to the public. Protected information may be formally structured, like a social security number, or unstructured, like the name of a crime victim. Similarly, a case document may itself be formally structured with the confidential content in a reliably predictable place and format, or totally unstructured, in which protected information could appear anywhere.

Early versions of automated redaction worked fairly reliably with structured content in structured documents, but otherwise were not very reliable. Consequently, courts had no recourse except to close case types and document types or specify policies that risked revealing confidential information. Being risk averse by nature, courts consistently opted for the former strategy.

For a while this approach seemed to work, but over the last ten years the environment and public expectations have changed dramatically. First, many

---

government agencies have opened considerable amounts of their data to the public on both the federal and state levels. Executive branch agencies gradually opened up their records in response to FOIA and state public disclosure laws. The federal courts incrementally opened more and more data as well. Second, both for-profit and non-profit organizations have steadily increased pressure on all government agencies to release their data. Third, by putting records on-line, the public has access to them beyond traditional brick-and-mortar hours, and this has provided additional value: it reduces traffic to government facilities while allowing the public more convenience by being able to access files with less disruption to their personal and work schedules.

As experience shows the public benefits of doing so, the public has become more comfortable with this trend. As with many aspects of privacy policy, the public can be remarkably fickle in its desires. As the saying goes, “When they are my data, I want privacy. When they are your data, I want access.” Everyone using the Internet (which is everyone) knows that individuals regularly give up aspects of their personal privacy for business benefits that are valued at a few dollars. We often do so even when we know that a business may use our information in ways we would prefer that they don’t or we simply don’t understand exactly how they will use our data.

This tells us that public attitudes toward privacy and openness are not absolute, but are conditioned by perceptions of value tied to how the data will be used and what we get for allowing them to be used. Some organizations will certainly create products and services with open court data that the public will find valuable and support. The role the media play in public accountability is but one example. So, pressure to open ever more court records continues to build. A separate SJI-sponsored focus group on Courts Disrupted found that such pressure would very likely become overwhelming in the near future.

Given this situation, courts desperately need a cost-effective technology solution in the form of automated redaction that can reliably support their policy requirements. Until quite recently that technology was not available, but the latest generation of redaction software is now showing signs of being capable of doing so. Courts in several counties in Florida, Pennsylvania, and Michigan are successfully using the technology, several state courts have pursued Requests for Information or conducted Proofs of Concept, and additional projects are underway or planned in several state court systems to verify the capabilities.

---

5 See, e.g., https://thistoo.co, an on-line tool for divorcing couples in Ontario offering, among other services, “Real case data to help you quickly understand how your case will resolve.”


7 See Appendix B for an overview of current automated redaction capabilities.
One can imagine a relationship between policy and technology that can be characterized by several maturity levels. If a court has no technology capability and few resources, then it must close many of its case types and rely on filer liability (again excepting case types that are closed by statute). If a court has some automated redaction capability, then it can open a number of case types and document types. If it has an advanced automated redaction capability that can reliably protect all specified confidential information in any type of document, then it can open a maximum amount of public case information to public access.

Unfortunately, highly capable automated redaction products are still relatively new, so their cost is not insignificant. Current vendors mostly use a transaction fee model, so higher volumes of cases incur higher costs. It is highly likely that those transaction costs will decrease dramatically as more courts implement the technology and national volumes rise. Until then, cost will be a barrier for many courts.

One possible solution for the cost problem is to recall that value is ultimately what matters. A very serendipitous characteristic of highly effective automated redaction products is that they can extract from filings almost any information a court might specify. This capability opens a new and potentially very useful business strategy to courts. Such data extraction could be used to drive many different kinds of automated workflows in court business processes, making courts significantly more cost effective. That in turn would mitigate the up-front cost of the redaction software.

The potential for automated workflows to reduce court costs is quite large. Other industries have been able to extract as much as 95% of their labor costs from very similar business processes. NCSC informally estimates that up to 85% of what court clerks traditionally do could be automated in this way. Several recent court reform projects have identified new business processes for case triage and case management that could also be fully automated, adding yet more efficiency. Even the best electronic courts today have barely tapped into this potentially huge pool of cost savings. Through e-payment, e-filing, e-bench, and other technologies, leading courts have reduced their labor costs by at most 10% or 15% to date.

If courts could emulate other industries using data extraction software and automated workflows, one can imagine a quantum leap in value for court customers at the same time courts are reaping big savings that can be partly reallocated to providing better service in other ways. It could be nothing short of a revolution in the service provided to the public. This would come none too soon, since courts are already losing case filings at a rapid rate and seeing significant decreases in public support and legitimacy because of their operational failings.

---

8 See Appendix C for a discussion of some of the workflows that could and should be automated in this way.
Assuming that courts begin to move up the maturity scale for automated data extraction and workflows, they will quickly recognize that the policy formulation approach used to date will be completely inadequate to the task. Heretofore, courts have convened ad hoc groups to consider and recommend electronic public access policies. Those groups have typically taken months and sometimes years to produce policy recommendations. Those recommendations then enter a court rules process that usually takes at least a year and sometimes longer. At the end, the adopted policies specify in considerable detail the exact requirements as if the capabilities of the court will never change.

This is clearly not agile enough by a large margin in an environment with rapidly changing technology capabilities and even more volatile public expectations. One solution would be to respect that reality by writing rules at a higher conceptual level and moving much of the technical policy detail to locations that can be more readily updated. A corollary strategy would be to make the rules process itself more agile, although how to do so is unclear and certainly outside the scope of this project.

If courts modified their rules-making processes to be more agile, it would pay off in other ways. Major national projects in civil and domestic relations reform have made multiple recommendations for revising court case processes and will probably continue to do so over the next years, as what we know to work grows and technology matures. In many states these processes are enshrined at least partly in court rules that are subject to the same rigid procedures at a time when courts are trying to become more agile. So the benefits of being able to change rules more easily when appropriate would be broadly felt.

Many state courts also need to approach the area of public access policy formulation more broadly than they have in the past. Judges and court administrators often perceive public access as something completely different from policies regarding access by lawyers, case parties, or other justice agencies. They may create yet other policies aimed at use of court data by researchers or third-party data companies. Yet on the technology side, all these policies are implemented by specifying and enforcing business rules using a common technical infrastructure regulating access according to roles and data types. It would be useful for policy makers to become more aware of how their various policies get implemented and ensure that a

---

coherent approach is taken that supports successful implementation across the board.\(^\text{10}\)

**Conclusion**

The wedding of policy and technology is not unique to public access websites: court leaders pursuing important court innovations in procedure and Government-to-Citizen technology (like Online Dispute Resolution, Fines/Fees/Bail Reform, and Case Triage and Tracking) absolutely depend upon their policymaking bodies to better understand – and reflect on their definitions of court business processes – the art of the possible. This is a challenging era to be running a court system for both good and bad reasons. There are many exciting opportunities to improve court operations and services for the public and also to make being a court employee more interesting and meaningful. There are also high and ever rising expectations by the public that we will make significant improvements as an institution.

Court electronic public access policies both reflect and illustrate these two trends. Courts face big challenges in reliably redacting confidential case information and providing safe, open access to the public, but the ability to do so will pay off in other ways that will greatly help the courts do a good job overall. That obviously creates both opportunities and issues. As courts implement useful new capabilities, other courts will want to take note and leverage what is learned in a timely way to move forward as quickly as possible.

\(^{10}\) The Florida courts have done a good job of taking a more unified approach to their access rules. See [http://www.flcourts.org/resources-and-services/court-technology/technology-standards.stml](http://www.flcourts.org/resources-and-services/court-technology/technology-standards.stml) (“Standards for Access to Electronic Court Records” and “Access Security Matrix”).
Appendix A
Revised Model Policy for Electronic Public Access to Court Case Records

The 2002 guidelines\textsuperscript{11} remain an excellent starting point for a revised model policy. So much of the original document is still valid that it makes the most sense to revise the model language in that report rather than create an entirely new model policy. To ensure that the original report was correctly understood and interpreted, the focus groups included one of the original authors.

Summary of Changes to Model Policy

Although the actual revisions with commentary will be presented below in full, a summary of the changes is provided here to indicate the scope and nature of the changes. The section numbers refer to the original 2002 document. Some sections are renumbered in the revised model policy.

Introduction: Retains the openness principle. Replaces the fundamental distinction between paper and electronic records with a distinction between remote and courthouse access. Asserts a new principle that access should be the same whether remote or in person.

Section 1, Purpose: Reduced the number of objectives to the most important ones and added rationales for each of them.

Section 2, Access by Whom: Revisions were made to focus on public access only. The commentary stresses the need for a common technical infrastructure and coordinated policies for access to court information by various roles.

Section 3, Access to What: The definitions in section 3.10 are still valid and useful. Minor revisions were made to focus the policy on court case records, leaving court administrative records to a separate policy. The remainder of Section 3 was simplified, based upon the assumption that public access is remote, electronic access.

Section 4, Applicability of Rule: The section was extensively revised and combined with Section 3 to (1) identify information where there is a consensus to protect, (2) make explicit the connection between openness and redaction capabilities, (3) move conceptually from document-centric to information-centric approaches, and (4) eliminate “practical obscurity.”

\textsuperscript{11} \url{http://cdm16501.contentdm.oclc.org/cdm/ref/collection/accessfair/id/210}
Section 5: Renumbered to section 4.0, “Timing of Public Access.” The public expects remote access 24/7/365. A separate but important issue is how soon after filing courts make information available to the public remotely. This is one of several areas where policy is closely tied to redaction strategies.

Section 6: Renumbered to section 5.0, “Access Fees.” The section was revised to describe the three most common funding strategies and the rationales for using each strategy.

Section 7: The entire “Obligation of Vendors” section was deleted. Several states have developed good contract language for vendors. The Joint Technology Committee (JTC) and the Court Information Technology Officers Consortium (CITOOC) will consider developing a model contract.

Section 8: The entire section “Obligation of the Court to Inform and Educate” was deleted. Courts do not need to adopt formal policy guidance on educating litigants, judicial officials, and court staff. Instead, see the new section 3.6 and its commentary, describing the best practice of providing a “one-stop shop” for all public transactions related to court case records (accessing, sealing, expunging, correcting, etc.).

For section content that remains the same, the original commentary is still valid and should be consulted in the original document. Commentary in the revised model policy focuses only on new or revised content.

**Assumptions**

The world has changed dramatically since 2002. Many courts now operate with completely electronic case records. The revised model policy is designed explicitly to support that new reality and is based upon these assumptions:

1. Courts require electronic filing of all case related information.
2. Courts manage all case related information in case management, document management, and content management systems.
3. Remote public access is supported via Internet and cell phone networks.
4. Remote public access is available essentially around the clock nonstop.

**Revised Model Policy for Electronic Public Access to Court Case Records**

*Introduction*

This policy is based on two fundamental principles:

1. Court records are presumptively open to public access.
2. Public access should not change depending upon whether access is remote or at the courthouse.
Section 1.0 – Purposes of the Policy

a. Maximize accessibility of court case records\textsuperscript{12}.
b. Protect users of the court from harm.
c. Make effective use of court resources.

Commentary: Accessibility is maximized for several reasons: to enhance public trust and confidence, to be accountable, to be transparent, to improve customer service, and to reveal common law. Protection from harm includes individuals, business organizations, government agencies, and the public at large. When balancing openness against potential harm, courts should make the rationales for their decisions explicit. Remote public access is part of a much larger strategy to provide court services online to improve access and convenience and to reduce cost. Cost and efficiency considerations refer to both user costs and court operational costs.

Section 2.0 – Who Has Public Access

a. Every member of the public should have the same access to court case records.
b. The public is defined to include:
   a. Any person, business, or non-profit entity;
   b. Any governmental agency for which there is no existing policy defining that agency’s access to court case records;
   c. Any media organization; and
   d. Entities that gather and disseminate information for whatever reason.
c. The public does not include:
   a. Court employees;
   b. Entities who assist the court in providing court services;
   c. Governmental agencies whose access to court case records is defined by another statute, rule, order, or policy; and
   d. Parties to a case or their lawyers regarding access to the court record in their case (except possibly when access to information about opposing parties might pose a safety concern as with some domestic violence cases).

d. Public access is synonymous with anonymous access.

Commentary: Enhanced access outside the public role may be partly addressed by establishing requirements for identification and authenticated access. Business rules for non-public access may be quite complex and best expressed by defining roles, relationships, and the specific scope of access by case type, document type and data type. When properly implemented, the public is one of many roles whose

\textsuperscript{12} See Appendix D for definitions of court records, case records, administrative records, and other terms.
access is enforced by a common technical infrastructure. One version of the official case record is maintained and different levels of access are enforced using virtual redaction and masking. One interesting recent issue is that there may be a significant level of attempted access by non-human requestors.

Section 3.0 – Applicability of the Policy

Section 3.1 – General Access Rule

a. Information in the court case record is accessible to the public except as prohibited by section 3.5 or 3.6.
b. In general, there should be a public indication of the existence of case information in a record to which access has been prohibited, but that indication should not disclose the nature of the protected information.
c. If harm may be done by indicating the existence of case information, then no indication of that existing record should be public.

Commentary: If a court hides the existence of case information or the case itself to prevent harm, it should make explicit the rationale it uses to determine when and why such protected information is hidden from the public.

Section 3.2 – Remote Access

All public court case records are presumptively accessible remotely.

Commentary: This section eliminates the ability to recreate “practical obscurity” by making all public court case records available at the courthouse but only a subset of those records available remotely. The principle underlying this part of the rule is that records are either public or not. The method of access should not affect that determination. In order to prevent harm, some court case records that were previously public may need to be closed. Improvements in automated redaction may mitigate that need.

Section 3.3 – Requests for Bulk Distribution of Court Case Records

a. Bulk distribution of information in the court case record is permitted for public records.
b. Requests for bulk distribution of information not publicly accessible can be made to the court for purposes with a public benefit. Courts have discretion to refuse such requests, to charge fees reimbursing the court for the cost of distribution, and to impose conditions on the requestor for access.

Commentary: If data are public, they are accessible even if in bulk form. The court has the right to make the requestor pay the cost of assembling and distributing the data in bulk form if they do not already exist in that format. The court may make
non-public data available for public purposes, but only if court users are protected from harm by imposing appropriate restrictions on access, use, and data retention. Bulk requests are often made by data aggregators and resellers. It is important that they provide to their customers only the most current versions of the court case record. A best practice is to require such users to “ping” the court database in real time to check for any changes.

Section 3.4 – Requests for Compiled Information from Court Case Records

a. The public may request access to public court case records that are not normally compiled in the requested format. The court has the right to make the requestor pay the cost of compiling and distributing the data.

b. Requests for compiled distribution of information not publicly accessible can be made to the court for purposes with a public benefit. Courts have discretion to refuse such requests, to charge fees reimbursing the court for the cost of distribution, and to impose conditions on the requestor for access.

Commentary: Requestors of compilations of non-public case information are typically barred by the court from selling the data to third parties or using the information to sell a product or service. Courts may impose additional restrictions to prevent harm. Model contracts are useful for ensuring both consistent policy use and comprehensive protection from potential harm.

Section 3.5 – Court Case Records Excluded from Public Access

a. Court case information may not be made accessible to the public if barred by federal law, state law, court rule, or relevant case law.

b. Court case records may also be excluded from public access if the court determines that harm would ensue, per the objective in section 1.0(b).

Commentary: Except for federal law, the details of what court case records are excluded from public access will vary from state to state and even from court to court in decentralized court systems. It is hard to predict how often case law might drive changes in what is public.

Common case types that are typically closed because of concerns about harm may include juvenile, family and probate. Document types typically closed include those that routinely include confidential personal information (such as financial disclosures) or potentially injurious but unsubstantiated assertions about opposing parties (such as divorce pleadings). Data types that are typical closed include identities and contact information of jurors, juveniles, witnesses, victims and other potentially vulnerable populations; financial account numbers; physical and mental health records; social security numbers; and other government identification numbers.
Consult the relevant National Institute of Standards and Technology (NIST) security standards on personally identifiable information (PII) that should be protected\textsuperscript{13}. A best practice is to redact information in the most focused way that is technically and reliably possible. Thus, ideally, specific data elements should be masked by automated redaction. When that is not possible, then specific document types should be closed. When that is not possible, then specific case types should be closed.

Section 3.6 describes the desired business process for case-specific requests to access information otherwise barred by this section.

\textit{Section 3.6 – Requests for Exceptions to Access Policy}

The courts will provide a standard process for requests to (a) prohibit access to certain public court case records, (b) allow public access to certain closed court case records, and (c) correct erroneous information in court case records. Court responses to such requests will balance the policy objectives in section 1.0.

Commentary: Considerations of harm should include (1) the risk of injury to individuals, (2) individual privacy rights and interests, (3) proprietary business information, and (4) public safety. The court should also consider applicable constitutional, statutory and common law. Where possible, explicit standard legal tests should be applied to such decisions.

It is an implementation best practice to provide the public with one centralized, easy-to-use website. The same website should support searches of public court case records, requests to expunge cases\textsuperscript{14}, and requests for bulk or compiled case records.


\textsuperscript{14} The Uniform Law Commission formed a Drafting Committee on Criminal Records Accuracy in 2014 and presented its first draft of uniform legislation in July 2016 (\texttt{http://www.uniformlaws.org/Committee.aspx?title=Criminal%20Records%20Accuracy}).
Section 4.0 – Timing of Public Access

a. Remote access to public court case records is essentially available at all times, subject to publicly scheduled downtimes for system maintenance and unforeseen technical issues.

b. Courts should make public court case records available in a reasonable time after filing. Courts should also respond within a reasonable time to requests for access to bulk or compiled case records and for requests governed by section 3.6, and inform the requestor when the bulk or compiled records will be available for dissemination.

Commentary: Remote access should essentially be 24/7/365. With electronic filing and reliable automated redaction, case records should become available for public access in near real-time after filing. Court responses to requests regarding public access should be “reasonable,” i.e. comparable to response times by other government agencies to similar requests.

Section 5.0 – Access Fees

a. Any fees charged should be reasonable for the services provided.

b. If fees are charged, there should be a process for requesting indigency waivers, except for bulk and compiled requests.

Commentary: There is no national consensus on the charging of fees. Courts may or may not charge fees for (1) remote public access to court case records, (2) bulk access, and (3) compiled information. There are currently three fee models used by courts: no fees (there should be no monetary barriers to publicly accessible information), fees that only cover the cost of providing access, and fees that exceed the cost of provision and provide additional revenue to the court. Requests for fee waivers based upon indigency should be made available as part of the same “one-stop shop” website that is recommended in the commentary to section 3.6 above.

Section 6.0 – Operational Requirements

Access policy provisions must be supported and implemented in a cost-effective, reliable and enforceable manner.

a. Best practices should be used to protect court case records not open to the public.

b. Search capabilities for public court case records should support reasonable flexibility.

c. Search capabilities should not impose an undue operational burden on court systems.

d. Persons or organizations granted access beyond what is available to the public should be managed by role and required to identify and authenticate using best practices.
**Commentary:** The best policy in the world does not adequately protect confidential information contained in court case records if a court does not also implement good security practices. The National Institute of Standards and Technology (NIST) identifies cybersecurity practices and processes in a series of national standards\textsuperscript{15}. One of many examples is encryption of confidential data in the court database.

If courts offered complete flexibility in searches for publicly accessible data, it would be tantamount to giving the public the database. That would be expensive and risky. Thus, courts must decide what search parameters to support. That should depend partly what the public most often wants to search on and partly on what searches minimize the operational burden on court systems. Finally, public access is by definition anonymous access, so there is no identification of users. This is true for information available without modification. Requestors for bulk or compiled data may be required to identify themselves and comply with other requirements. Non-public access should be controlled using appropriate best practices for well identifying and authenticating other roles that have legal but limited access to non-public case records.

Appendix B
State of the Art for Automated Redaction

Manual redaction of paper records is a time-consuming process. Many courts still manually redact paper files. As more courts are implementing electronic document management systems, or receive files through e-filing systems, there is a growing need to have technology provide redaction solutions in the digital environment. Many vendors have created platforms that have built-in electronic redaction capabilities, or allow for redaction and other related capabilities to be added on as a component provided by a selected vendor solution. The world has been going digital for some time. This will surely increase the demand for not only redaction capabilities, but other related process improvements as well.

Redaction of electronic files starts with the software going through the process of learning patterns to determine areas that have a probability of containing information that should be redacted. Machine learning uses statistical modeling methods to predict targets, and accomplishes this by analyzing a large volume of information. The initial analysis and learning is a human/machine process. The more volume the software learns, the more accurate it becomes at targeting desired information. Other techniques, such as algorithm based natural language processing, is used to extract information from semi-structured and unstructured text. Natural language processing (NLP) is a component of artificial intelligence (AI) combined with computational linguistics, and uses methods that allow the computer to understand and process human language rather than traditional programming language. Some examples of how NLP is used are autocorrect, speech to text, and language translation.

The perspective of court CIOs is gradually shifting away from case documents to information. That information may be standalone data, metadata, or content within documents. It may even take the form of digital evidence, including videos. Redaction software needs to be capable of handling this range of targets in a sufficiently granular way, and many vendors are working towards that goal.

As courts move toward automated workflows, the supporting software needs to seamlessly support and implement those kinds of business requirements. That means redaction software must integrate with e-filing, case management, and document management software. In the near future, it must also integrate with digital recording software and digital evidence databases. Even that daunting degree of software integration may not be enough, since some courts also utilize vendors for related tasks like file analysis, data loss, records retention, data masking, and e-discovery.

Evaluation Criteria

As courts move forward with pilot tests of automated redaction, it will be very useful to collect consistent evaluation data. Some evaluation criteria are suggested here:
• Accuracy and reliability
  o Structured expressions (like case numbers) in structured documents (like forms)
  o Structured expressions in unstructured documents (like scanned pleadings)
  o Unstructured expressions (like a victim’s name) in structured documents
  o Unstructured expressions in unstructured documents

• Affordability and pricing structures

• Core functionality
  o Easy specification of redaction targets
  o Easy configuration of redaction requirements (such as reliability thresholds)
  o In-line redaction
  o Ability to train on test documents or data sets

• Integration capabilities
  o Public APIs
  o Integration with third party electronic filing service providers
  o Integration with court electronic filing software
  o Integration with court case management software
  o Integration with court document and content management software

Cost and Benefits

There are various costing models for redaction and other related enhanced features, and vendors have tried to offer some flexibility that takes into account the platform, volume, and level of functionality that the court will need. A common model is the transaction-based fee model, so volume matters. Other costing options might be site based licensing that considers estimated volumes. Several vendors expect court case management companies to offer comparable capabilities as part of their off-the-shelf products in a few years.

To justify the cost of using automated redaction, courts must make an argument for the value of the capability. In the absence of costly liability lawsuits, it is difficult to make a direct argument for the value of automated redaction targeted solely at removing confidential information. If such redaction enables a court to safely open case types and document types that would otherwise have to remain closed, and if that increased openness were perceived as valuable to outside organizations, then there may be political reasons to implement automated redaction.

As the software becomes highly accurate in its identification and understanding of specific target information, it opens opportunities to use this capability in other ways. For example, the software may allow for the information extraction that can support automated workflows and thereby save the court significant time and money that may create a direct business case for adequate value. Deriving that kind of value requires
much more than just implementing the redaction software itself. A court must carefully think through its workflows, identify appropriate automation targets, and often reorganize their administrative organization (staff and skill sets) to support a new way of doing business.

As courts explore new technologies, they should consider the variety of capabilities and their related benefits now available on the market:

- In addition to Optical Character Recognition (OCR), some vendors offer Intelligent Character Recognition (ICR) that can be used for handwritten court case records. A similar capability for audio and video files is developing rapidly.
- In addition to automated data identification, some vendors offer an index that can be used to compare newly filed information to existing court case data (for example, does the party’s name on the incoming case submission match the party’s name in the court’s case management system?).
- Some electronic content management systems offer configurable workflow engines: once the processes of OCR/ICR, automated data identification, and indexing are complete, the ECMS will apply the court’s business rules and automatically route the filing to the appropriate next step in the court’s workflow such as automated case entry and docketing.
- Enhanced functionality may allow for extracting data from electronic documents and automated entry in case management systems and/or other databases.

Corrections:

The previous version of this appendix listed Mentis as being part of an Arkansas study. This reference has been removed, but this correction is to clarify that Mentis was not part of the Arkansas study.

A specific vendor listing for redaction software has been removed. The various approaches, integration methods, technology capabilities, and pricing models used by vendors cannot be suitably characterized in a simple list of redaction vendors. It is better for courts to research each solution to determine which approach, capabilities, and pricing structure best fits their platform and needs.
Appendix C
Automated Workflows Using Automated Extraction

Vendors of automated redaction software rightly point out that the ability to arbitrarily locate specified content in court case records potentially enables courts to use that information to automate court business processes in ways that can make courts markedly more efficient. Thus, redaction software might be better thought of as data extraction software. Such software enables courts to gather data at the time of filing for use later in a case. This is part of a larger paradigm shift from business processes built around case files and documents to processes based on data.

Business Values of Data Extraction Software

Once a court starts down the path of using data extraction to power its business processes, several business goals become achievable:

- Shorten the processing times for court filings and case dispositions.
- Reduce the number of court staff needed to process court filings, manage cases, implement records retention and archiving policies, and respond to records requests.
- Provide more granular public access to court case information.
- Provide appropriately redacted court case records in near real-time, reducing the lag time in publishing new case filings to the media.
- Reduce the risk of exposing confidential court case information to the public.
- Expand the scope of legacy court case records that are available for remote public access, while automating enforcement of retention andarchiving policies.
- Improve the quality of court data, from the moment of filing.
- Support more sophisticated analytics of court case information.

Case Management Improvements with Extracted Information

Right now, electronic filers must input data about the filing into a so-called “envelope” so that a court can process it. Some of this “metadata” (data about data) could be extracted directly from the documents being filed, eliminating a data entry step. An important example of such metadata is the document type. Filers must currently either know or select from lists a correct document type, which is usually then checked again manually by a clerk. With high frequencies of self-represented litigants, errors in selecting document types are often made and court resources must be used to correct them. Data extraction technology can be used to reliably and automatically assign document types.

17 This appendix is based on work done by Alan Carlson for the project focus group.
Obviously, the same approach can be used to assign case types and characterize case parties and their relationships. Thus, data about the case can also be extracted to drive subsequent workflows, especially those needed to perform initial triage and place a case into a case processing track. With powerful data extraction capabilities, such automated triage and case management can support business rules of arbitrary complexity, enabling courts to control cases in a much more fine-grained manner than was historically possible using manual resources. This enables courts to much better follow the dictum of allocating the right resources and attention to each case.

In a similar manner, a court can extract data from filings to help judicial officials make case decisions and issue court orders. Examples include “feeding” parents’ financial data into child support calculators and populating draft court orders with extracted case data.

Data extraction software can do all these tasks more consistently and reliably than humans can, once it is possible at all. Data extraction technology could ultimately eliminate the need for both e-filing envelopes and case cover sheets.
Appendix D
Definitions

Administrative Record – Court records that pertain to management, supervision, or administration of the court and are not part of a case record.

Automated Case Triage – A method of differentiating cases by assigning them to a track early based on issues and corresponding processing requirements, rather than case type. This method also provides litigants with alternate choices from traditional litigation that might offer a more rapid resolution at lower costs.

Automated Workflows – A well-defined set of business processes where information is exchanged and automated actions take place based on a set of procedural rules.

Bulk Distribution - The distribution of all, or a significant subset, of the information in court case records without modification or compilation.

Case Record - Any document, action or information that is collected, received, or maintained by a court or clerk of court connected to a judicial proceeding. It may include an index, calendar, docket, register of actions, official record of the proceedings, order, decree, judgment, minute order. These may have been collected in a case management system that is used to track information. Case records may contain both public and confidential information.

Court Records – The sum of all administrative and case records in the judicial branch.

Compiled Information - Information that is derived from the selection, aggregation or reformulation of some specified subset of data from more than one individual case record.

Data Extraction – An automated means of taking data out of structured forms or using machine learning and other mechanisms to take data out of unstructured text for use.

Machine Learning – A type of artificial intelligence (AI) that uses patterns and predictive analysis to draw inferences and act without the need for precise programming. Inferences become more precise with greater use.

Metadata – Data that provide additional information about another data source to put the information into context, such as title, author, subject, creation date.
**Practical Obscurity** – A concept based in a paper record environment where an individual’s information in government files enjoys some level of privacy because access is limited to an on-site review of a paper file.

**Predictive Analytics** – An advanced analytics technique using statistical analysis that utilizes new and historical data to forecast the probability of future activity, behavior and trends.

**Redaction** – The process of obscuring confidential information contained within a public record from view. Redacted portions of the record are blacked out or masked. Redaction may be accomplished manually or through use of technology such as data identification software.

**Remote Account Access** – Electronic access to records based on role that is defined by rule or statute, and authentication of that role. This access may include greater view of the redacted or un-redacted information in a case file that one may be a party to or that is required as part of an agency service or function.

**Remote Public Access** – The ability to electronically search, inspect, or copy information in a court case record without the need to physically visit the court facility where the case record is maintained. This generally does not require any type of login or the need to provide identifying information about the member of the public accessing the case record.

**Structured Data** – Information contained in a database or structure where the information may be readily identified and used. In the context of data extraction software, structured data are identified based upon their unique patterns. Examples include United States Postal Service zip codes, Social Security numbers, and phone numbers.

**Unstructured Data** – Information not contained in a data structure or database, such as text in documents or multimedia files such as digital recordings of audio or video without XML markup.